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Please note that ICT can
only manage systems
under their control.
BCC can ensure that the
service which is
provided by a third party|
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problems during upgrade
/ modification

cyber related security
issues.

loss of revenue
reputation impact
potentially welfare /
social impacts.

potential issues due to
costs / resources /
equipment life etc but
we can ensure that the
majority of situations are
covered.

All services should have
their own business
continuity plans to
mitigate these risks.
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